
Competition and Privacy 
Brian Ray, Cleveland-Marshall College of Law 
 
Competition and data privacy laws can work in concert to rein in the potential abuses that the 
massive aggregation of personal information by a small number of technology firms like 
Facebook, Apple, Google and Amazon. These companies dominate the digital market globally, 
and that dominance increasingly is the target of both antitrust authorities1 as well as data 
privacy regulators across the world.2 
 
Increasing privacy often is a central argument justifying antitrust actions against digital 
platforms. The increased privacy risks posed by aggregating consumer data was the core of the 
German competition regulator’s action against Facebook that prohibited processing consumer 
information obtained from third-party sources using Facebook integrations without obtaining 
their consent.3 Likewise, consumer-rights organization EPIC predicted in 2014 that Facebook’s 
acquisition of the digital message service WhatsApp, which originally emerged as a privacy-
protective alternative to leading messaging aps, would undermine those protections by forcing 
WhatsApp users to share data with Facebook and its partners—a prediction that appeared to 
come true in 2021.4 These examples illustrate the ways that data privacy concerns can help 
address the distinctive competition risks created by digital markets where access to data 
creates market power. 
 
Data localisation and related data transfer requirements that are a feature of many privacy laws 
similarly play a dual role in both providing greater sovereign control of citizen information and 
in ensuring that local companies play a role in the storage and processing of that information.5 
This is particularly important for African countries to foster local innovation and create space 
for domestic alternatives to emerge. 
 
At the same time, however, the extensive compliance obligations posed by data privacy laws 
can conflict with competition law. Several preliminary studies have shown that Europe’s 
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General Data Protection Regulation (GDPR) raises some substantial competition concerns. The 
GDPR generally applies to firms equally, regardless of size. Early studies suggest that the 
compliance costs are similar for both large and small firms, putting smaller firms at a 
disadvantage against their larger competitors. This also creates higher entry costs, which risks 
entrenching existing, larger firms in a market.6 
 
Data privacy laws also often require organizations to exert substantial control over third party 
access and use of private information. Exercising that kind of control often can have significant 
anti-competitive effects. This was the subject of an extended exchange between U.S. Rep. Kelly 
Armstrong and Google CEO Sundar Pichai in a 2018 antitrust hearing. Rep. Kelly repeatedly 
pressed Pichai regarding Google’s decisions to restrict third-party access to user information 
citing GDPR compliance.7 Similarly, a recent U.S. federal appellate court decision forced 
LinkedIn to allow access to user data by a third-party competitor, disregarding LinkedIn’s 
arguments that doing so would violate the data privacy of its users.8 
 
Some have criticized the supposed tension between competition and privacy as a false 
dichotomy that ignores both the obvious ways that they work together to promote consumer 
welfare and the many alternative methods for protecting privacy while still forcing Big Tech to 
relinquish its stranglehold on digital markets.9 Others have pointed out that entrenched firms 
like Apple and Google frequently point to privacy protection measures as a pretext to exclude 
competitors and in the process stifle the potential development of even more privacy-
protective alternatives.10  
 
Regardless, we’re well past the point where anyone can credibly assert that data privacy has no 
place in competition regulation. To the contrary, it’s now clear that competition regulators 
must carefully consider the role that data privacy itself plays as an aspect of unfair competition 
as well as the interrelationships between competition and data privacy laws both domestic and 
internationally. 
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